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# Memorandum

To: Management

From: Team 14

Date: February 18, 2023

Subject: Implement a VPN for Work from Home Capabilities

In response to your request to implement a VPN to enable employees to work from home, we are pleased to inform you of its successful implementation. See below for connection instructions:

When connecting to the VPN, you will need to use the already authorized and created username and password:

Username: vpn

Password: W0rk-Fr0m-Hom3-14!

The pre-shared key for connecting to the VPN is: Te4m\_14-Conn3c7@ccdc

The host IP address for the VPN Server is: 172.25.34.27

The VPN is using UDP Encapsulation, which may require special configuration on your device. When connecting, ensure you have the proper configuration to connect to an L2TP Server behind a NAT device.

To connect from a windows client, follow these steps:

1. Open registry editor and navigate to:
   1. HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\PolicyAgent
2. Right click inside the folder and hover over “New” then click “DWORD (32-bit) Value”
3. Name the new value “AssumeUDPEncapsulationContextOnSendRule”
4. Double click the newly created value and set the value to “1”. Set the base value to “Hexadecimal”.
5. Click OK, exit registry editor, and restart your machine. Then connect to the VPN using the provided username, password, VPN IP address, and pre-shared key.

We are able to allow you to connect to the VPN using your personal domain credentials, upon request. Feel free to reach out and we will enable VPN connectivity for your account.

Sincerely,

Team 14